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	Reason for change:
	In current clause 5.30.2.12 only pre-configured N3IWF FQDN is supported for N3IWF selection for onboarding.
S3i230106 has though indicated the following LI requirements for UE accessing to SNPN for onboarding using untrusted non-3GPP access network:
SA3-LI have concluded that the LI requirements for UE access to SNPN for UE Onboarding are identical to the requirements for UE access to SNPN for service, a.k.a. “general access”. 
SA3-LI expect the procedure described in TS 23.501, clause 6.3.6.2a, for “general access” would apply to the UE Onboarding case, as well.
The issue with the existing procedure in TS 23.501, clause 6.3.6.2a is that in case the UE is in visited country (case in hand for onboarding N3IWF selection) is that it always uses the UEs "subscribed SNPN". See related extract: 
If the UE determines that it is located in a country different from the country where the configured N3IWF is located (called the visited country), then:
-	The UE shall construct an FQDN consisting of the SNPN ID of the SNPN subscription and the Visited Country FQDN and indicating the query is for SNPN, as specified in TS 23.003 [19] and perform a DNS query for the resulting FQDN.
-	If the DNS response contains no records, then the UE determines that the visited country does not mandate the selection of an N3IWF in this country for the SNPN identified by the SNPN ID provided by the UE. In this case the UE uses the configured N3IWF FQDN to select an N3IWF deployed in the SNPN.
The UE though in case of onboarding cannot be expected to know the ON-SNPN before it constructed the FQDN. The most appropriate in this case is to define support Visited Country Onboarding N3IWF FQDN and UE that wants to select a N3IWF for UE onboarding to perform DNS query to this FQDN in order to determine which SNPNs in the visited country support Untrusted non-3GPP access for UE Onboarding via N3IWF.
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	Clarify the N3IWF selection for onboarding when the UE is in visited country.
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[bookmark: _Toc122440628]5.30.2.12	Access to SNPN services via Untrusted non-3GPP access
Access to SNPN services via Untrusted non-3GPP access network follows the specification in the previous 5.30.2 clauses with the differences as specified in this clause.
N3IWF selection is supported as follows:
-	When UE registers to SNPN with credentials owned by the SNPN, UE uses the same N3IWF selection procedure as specified for access to stand-alone non-public network services via PLMN in clause 6.3.6.2a.
Emergency services are supported as follows:
-	UE initiates N3IWF selection for emergency services when the UE detects a user request for emergency session and determines that Untrusted non-3GPP access is to be used for the emergency access. The UE with SNPN subscription performs the following:
-	If the UE determines that it is located in the same country as the subscribed SNPN, the UE uses the configured N3IWF FQDN for N3IWF selection.
-	Otherwise, the UE follows the N3IWF selection procedure for Emergency services for UE not equipped with valid SNPN credentials, in the same way as defined in clause 6.3.6.4.2 for a UE not equipped with a UICC.
UE onboarding is supported as follows:
-	When UE registers to SNPN over Untrusted non-3GPP access for UE Onboarding, if the UE determines that it is located in the country where the configured N3IWF for onboarding is located, the UE may select an the N3IWF in the SNPN which supports UE Onboarding by using a the pre-configured N3IWF FQDN used for Onboarding.
-	If the UE determines that it is located in a country different from the country where the configured N3IWF for onboarding is located (called the visited country), then in order to determine which SNPNs in the visited country support Untrusted non-3GPP access for UE Onboarding via N3IWF performs a DNS query using the Visited Country Onboarding N3IWF FQDN, as specified in TS 23.003 [19]; and:
-	If no DNS response is received, the UE shall stop the N3IWF selection.
-	If the DNS response contains one or more records, the UE selects an SNPN that supports Untrusted non-3GPP access for UE Onboarding via N3IWF. Each record in the DNS response shall contain the identity of an SNPN in the visited country supporting Untrusted non-3GPP access for UE Onboarding via N3IWF. In this case:
-	The UE shall select an SNPN based on its own implementation means.
	If the UE cannot select any N3IWF included in the DNS response, then the UE shall stop the N3IWF selection.
-	If the DNS response contains no records, then the UE determines that the visited country does not mandate the selection of an N3IWF that supports Untrusted non-3GPP access for UE Onboarding via N3IWF in this country. In this case the UE uses the configured N3IWF for onboarding.
Editor's note:	The Visited Country Onboarding N3IWF FQDN is assumed to take the form:
	"onboarding.n3iwf.5gc.mcc<MCC>.visited-country.pub.3gppnetwork.org."

	Once this FQDN has been added to TS 23.003, this Editor's note will be removed.
-	If the UE has selected an SNPN for onboarding, the UE constructs the Operator Identifier based Onboarding SNPN N3IWF FQDN format based on the SNPN ID of the selected SNPN.
Editor's note:	The Operator Identifier based Onboarding SNPN N3IWF FQDN is assumed to take the form:
	" onboarding. n3iwf.5gc.nid<NID>.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org"

	Once this FQDN has been added to TS 23.003, this Editor's note will be removed.

-	If the PVS is reachable from the local Untrusted non-3GPP access network (e.g. via the Internet) using the local IP connectivity, UE may connect directly (i.e. without being connected to an N3WIF) with a PVS to obtain the SNPN credentials.
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